
Building  Cyber-Aware Nations
Securing Unique Identities 



GlobalSign is one of the world’s leading and most deeply rooted 
Certificate Authorities. Thousands of global enterprises rely on our PKI and 
identity services to enable their e-services, reduce management costs, and 
secure mission-critical workflows.

A well-established digital identity and security solutions enterprise all over the 
world, GlobalSign has long entrenched our local commitment to the 
all-important Singapore market. Since 2010, GlobalSign has been enabling 
businesses, large enterprises, cloud-based service providers, and IoT 
innovators to secure online communications, manage voluminous verified 
digital identities, and automate authentication and encryption. In Singapore, 
our market share covers top industries such as information technology, 
business consultancy, banking and financial services, government agencies, 
education, healthcare, and telecommunications.  

GlobalSign is committed towards transforming Singapore into a smart 
nation through collaborating with different industry leaders and 
government entities.

Strong Global Presence | Market Leader in Singapore

Recognised Industry
Firsts, at Global Level

First Certificate Authority 
(CA) to improve revocation 
checking for HTTPS pages

First to offer IPv6 
compliant revocation 
services
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Banking and Finance

Government Agencies Healthcare

Education

Publicly Listed Companies



Our Partnerships

Our Accolades

GlobalSign has issued over 

making it one of the most 
recognised providers
of trusted identity security 
solutions today. 

2.5 million 
SSL Certificates,

ISO27001 and ISO22301 
Certifications

Cybersecurity Excellence 
Awards, 2019

                         Cloud Excellence 
Awards (Cloud IoT Product of 
the Year category), 2020 

CRN® Internet of Things 50 (IoT 
Security category), 2021

eIDAS Qualified Trust Service 
Provider Recognition, 2021

Market Leader in IoT Device 
Identity Management, 2022

Internet of Things Device 
Identity Management Market 
Leader, 2022

Frost & Sullivan Best Practice 
Global Competitive Strategy 
Leadership Award, 2022

Computing’s 

Certificates 
rely on our 
trusted root

25M

Digital IDs issued 
to websites & 
machines

5M

WebTrust compliant since 2002

CA/B Forum founding member

Microsoft, Mozilla, Opera, and 
other root embedding 
programmes

Anti-Phishing Working Group 
member

Citrix Solution advisor

Adobe Approved Trust List
(AATL) member

SafeNet high security solutions 
for the protection of digital 
identities

Online Trust Alliance (OTA) 
member
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Lets visitors know 
the website is 
legitimate

Improves your 
website’s SEO 

Secures data 
transmitted to and 
from your website

Why Our SSL/TLS? 

* Based on GlobalSign internal tests, speed may 
   vary depending on location and network provider. 

BENEFITS IDEAL FOR

Blogs and websites that 
do not collect personal 
data

Corporations, government, 
and entities that need an 
extra layer of trust and 
security for visitors

E-commerce, large scale 
corporations, and banks

Websites with more 
than one subdomain

Websites with multiple 
domains

Domain 
Validated 
(DV)

Organisation 
Validated 
(OV)

Wildcard  

Extended 
Validated 
(EV)

Multi-Domain 

Issues reliable base-level 
encryption within minutes

Establishes trust and secure 
transactions with the highest 
class of SSL available today

Verifies and displays the identity 
of the organisation

Secures an unlimited number of 
subdomains under one certificate, 
with a one-time verification process

Secures all domains and 
subdomains under one certificate, 
with a one-time verification process W
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Simplifies SSL management with a 
free Certificate Inventory Tool (CIT)
Speeds up OCSP protocol handling for 
faster website speed* 
Complies with industry best practices 
regarding encryption levels
Verifies organisational details
Provides USD 1.5M (EV) and 1.25M (OV) 
underwritten liability
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SSL/TLS for Websites

An SSL/TLS certificate prevents your websites 
from getting breached and confidential 
information from being accessed by any 
third party. Our certificate helps to increase 
customer trust.

Your website visitors trust the padlock. 
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Contracts with business partners 
Reduces 80% of man-hours in 
contracting processes

Intergroup transactions and signing needs 
Cuts contract signing time from a few weeks to 3 days 

High-volume document and contract signing 
Reduces time to conclude and collect contracts from 
1.5 months to 3 days 

Collection of application and inspection forms 
Reduces time for collection of application and 
inspection forms from 2 weeks to 1 day 

IDEAL FOR
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GMO Sign for Digital
and  Electronic Signing 
Management

A seamless, cloud-based solution for applying 
digital signatures across the enterprise.

This is your all-in-one document 
signing solution.
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Digital Signatures 

Electronic 
Signatures

Digital certificate 
signed into one 
unique “fingerprint” 

eIDAS-compliant 
advanced electronic 
signatures 

Fully managed 
keys 

Customisable 
signatures and 
workflows 

Reusable 
templates 

Bulk sending 

User group and 
folder access 
management 

Timestamping 
and long-term 
validation 

Everything You Need in 
a Single Platform 

UPLOAD
ADD

SEND
SIGN

ARCHIVE

Simplify End-to-End Document Signing 
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Adobe Approved
Trust List (AATL) for 
Document Signing 

You can save time and resources with document 
signing certificates for Adobe AATL, verified by a 
trusted organisation. 

An AATL certificate creates trustworthy digital 
signatures through Adobe Acrobat or Adobe 
Reader software.

Ideal for low volume signature 
needs 

Ideal for organisations looking to 
integrate with an internally developed, 
or off-the-shelf automated document 
application 

 USB Token

Hardware Security 
Module (HSM)

Secures PDF and 
MS Office files

Meets compliance 
requirements on 
digital signatures

Assures document 
authenticity, integrity, 
and authorship

Prevents tampering

Adds timestamping



Auto Enrollment 
Gateway (AEG) for 
Certificate Provisioning 
and Management 

AEG is a fully automated, managed 
PKI solution for simple and seamless 
certificate provisioning and 
management. 

It has never been easier to enroll, 
provide for, and install digital 
certificates across your organisation 
– regardless of OS or platform.

Pre-Designed Certificate Templates 
which Support a Range of Use Cases 

Outsources PKI management 
to a trusted third-party 
Certificate Authority (CA)

Reduces total cost of 
ownership for PKI by as 
much as 50% 

Manages security 
and CA operations 

Meets service level 
agreements (SLAs) 
and compliance 
audits 

Supports mixed 
environments, various 
use cases, and public or 
private trust models 

SSL/TLS Certificates
Issue certificates to domain-joined servers via Active Directory 
integration or Linux servers via ACME protocol.

Microsoft Office Document Signing
Replace paper-based workflows and enable electronic workflows with 
digital signatures for Microsoft Office documents.

Secure Email (S/MIME)
Encrypt email communications and mitigate phishing threats by digitally 
signing emails.

User, Machine, and Mobile Authentication
Replace passwords and mitigate the risk of rogue machines accessing 
your networks. Authenticate mobile devices for email encryption as well as 
signing, in addition to authentication of emails, VPNs, and Wi-Fi networks.



Identity for Everything

www.globalsign.asia

+65 3158 0349 sales-apac@globalsign.com

GlobalSign APAC

Connect with us


