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Annex A:  Continent 8 Technologies’ Profile 
 
Continent 8 is a provider of network infrastructure, application solutions and security solutions 
such as DDoS and WAF protection, SIEM and SOC, Threat Intelligence, Vulnerability 
Scanning, Threat Hunting, EDR and MDR, and Backup. In addition, Continent 8 provides 
managed hosting solutions secured over a global private redundant network for today's online 
business-critical services platforms.  
 
For over 25 years, Continent 8 has been focused on the delivery of market-defining internet 
technologies, products and services. Additionally Continent 8 has experience in highly 
secure and protected data networks and infrastructures, including but not limited to 
Government agencies, Department of Defense, Gaming and Banking environments.  
 
Continent 8’s industry-recognized and proven leadership team has a combined 100 years’ 
experience delivering Managed Security Services within highly regulated industries. Continent 
8 leverages a comprehensive, multi-layered solution focused on threat prevention versus 
detection. With a global reach with over 90+ connected locations across 11 countries and 4 
continents, Continent 8 delivers high-touch, personalized cybersecurity services across the 
globe. 
 
Key Continent 8 Highlights: 
 

• Global Awards: Corporate Service Provider of the Year  
• Isle of Man Newspapers: International Business of the Year  
• Government Cloud Operator for European Entity 
• Over 140+ Customer engagements  
• Global footprint: 90+ service delivery locations  
• On-Demand Availability of Security resources  
• Fortune 500, Government and Startup customer base  
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Locations 
 

 
 

Ability to Execute 
 
Continent 8 is a full service, 24x7x365, Managed Security Solution Provider (MSSP) and 
Governance, Risk, & Compliance (GRC) professional services organization. Continent 8’s 
goal is to remove the complexity of security through operationalizing people, process and 
technology into easy to consume, easy to use security solutions. Continent 8’s strategy is to 
provide our partners and customers with effective and cost-attractive information risk 
management solutions by helping identify, reduce, and manage risk that might impact your 
organization’s revenues, reputation and regulatory compliance. The combination of Continent 
8’s human support element and In-the-Cloud (ITC) Security Services Platform, allows our 
customers to focus on managing and growing their businesses, while we protect their 
business.  
 
Continent 8 directly employs varied and diverse resources worldwide. Our management team 
has on average over 120 man-years of government and corporate experiences within the CII, 
Financial, Gaming and IT Security fields. We feel that we offer a stable, challenging and 
learning environment for all of our employees at every level, achieving an enviable attrition 
rate of less than 5% annually. Continent 8 has its primary SOC location in Ashburn, VA USA 
and relies on its 90+ POPS/connect locations for distributed monitoring and analysis.  
 

Available Reference Clients:  
• Philippines National Bank, and PNB Savings Bank: Roland Oscuro, SVP CISO 
• Jolibee Foods Corporation: Carlo Lasala, Directory IT & Security 
• Government Agencies (NDAs in force, not able to provide specifics) 
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Brian “B2” Borysewich 
Chief Information & Security Officer 
 
Brian has been a Computer and Communications Security Consultant for over 46 years. He 
has worked as a Security Consultant to Defense, Federal Agencies, Financial Institutions, 
Communications Companies, Utility Companies and more. His passion is Cyber and 
Computing Security but has been also been an arms dealer and an explosives expert bringing 
perspectives not found in the typical “computer guy”. 
 
Brian spent 15 years within Federal Agencies and then transitioned to the “Blackhat” Hacker 
community, because he wanted to see how the underworld operates. He was in the Deepweb 
and Darkweb world for many years hacking computers, networks, communication systems 
and infiltrating governments.  
 
Brian resurfaced from the Deepweb and has now become a “Grayhat”. He has been 
evangelizing cybersecurity and its mitigation to governments, financial organizations and 
countries around the world on how to protect themselves against hackers and those 
syndicates wishing to do harm or exploit data and information.  
Brian has spent the last 20 plus years working for companies like PayPal, American Express, 
HSBC, Wells Fargo, Charles Schwab and countless utility companies. Brian uses all he his 
experiences and expertise in cybersecurity to do “good” with it. His principal goal now is to 
bring awareness to companies and governments on what the risks really are, and not what is 
being reported in the news and published reports. 
Once asked why he has “B2” as his nickname. His answer is, “like the stealth bomber, you will 
never see or hear me until it is too late”.  
 
B2 has done numerous Vulnerability Assessments in various Sectors for more than 15 
years: 

1. Sectoral Assessment for an ASEAN Government Administration 
2. Risk, Security Assessment for an ASEAN Bank with hundreds of branches 
3. Table Top Exercises for banks, retail group, defence agencies (US), City Admin 

(Canada).  
4. Deep knowledge of Government, Financial, Utilities, and Gaming systems  

 


