


* Clixer+ was incorporated in 2015, specializing in Security
Information Communication Technology (SICT). We
support both service provider and enterprise customers in
their network and business evolution with a focus on these
key transformation services:

\

P‘ . Understanding both the IT and communication network
B 1 environments positions' us as a trusted‘‘partner that
supports the full lifecycle from advisor and integrator, to

S <iMmplementer and operator. |
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* We customize applications and sm

clients’ security gaps. We provide the platf: SS
the latest market’s vulnerability and isolate thre»é"ts?mth
the most suited solution without a biased approach.”
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Expiry
SN Supply Head ApplicationType  Obtained Financial Grade ~~ Applied Financial Grade ~ Date Status

1. EPU/CMP/10- Computer Related Hardware, Software, and Services Renew §7(§5,000,000 (EPUST))  SB($10,000000(EPUSS))  01/02/2024  APPROVED
AND

‘ VERIFIED

2. EPU/CNENO - Communication and Navigation Systems Renew §7($5,000,000(EPUS7))  SB($10,000000(EPUSS))  01/02/2024  APPROVED
AND
VERIFIED

3. EPU/SER/34-Senvice (Consultant) Renew §7($5,000,000(EPUST))  SB(S$10,000000(EPUSS))  01/02/2024  APPROVED
AND
VERIFIED
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DATA PROTECTION qees, _

Certificate of Registration ASSURED 6’%"2

INFORMATION SECURITY MANAGEMENT SYSTEM - ISO/IEC 27001:2013

bsi, L Ik . B

This certifies that

CERTIFICATE

Thisis to certy that Clver+ Pre Ltd

i CLIXER+ PTE LTD

33 Ubi Avenue 3, #03-48 Vertex Tower B, Singapore 408868

The Workplace Safety and Health Council
has been awarded the is pleased to certify that
Data Protection Trustmark
R CLIXER PTE.LTD.
‘Holds Certficate No: 15738568 DPTM-00049-202104 1910412021 = 18/04/2024
7002013 o thefolowingscpe:
has fuffilled the requirements to attain bizSAFE Level 3
1, Infomation Tectnokgy ystem hmm rdmg astonized seivare
2. Provson of Network ity 24 e Lo s Hoty This certificate is valid till 16/10/2022

mmmmsmnammm deted 03-How2020







What Do We
OFFER?




Network
Infrastructure
Offering

* Network Performance Monitoring

* Network and Application Monitoring
* Network Visibility

* Cloud Migration

* Microsoft Exchange Entra ID

* Cloud Testing

* Lawful Interception




Password Management

Quantum Key Distribution

Application and Threat Intelligence

WAF

DDoS Protection: On-Premise or Cloud

VAPT

Web Application Penetration Testing

Source Code Review

5G Network Security

Deception Technology

Third Party Risk Management Software & Solutions



We Care For You

Maintenance Portal = Integrated SOC (24 x 7)
 Types of Maintenance Program
1. Preventive Maintenance:

* Periodically inspecting, servicing,
cleaning, or replacing parts to reduce
chance of sudden failure

2. Corrective Maintenance:

* Monitoring of appliances defined in
scope

* Spares management and replacement
of appliances/parts identified

* Helpdesk Services 24/7
1. Email, Phone and Ticketing support

2. Single point of contact for all concerns
during the duration of Contract




Corrective,
Preventive and
Maintenance

» Software/firmware patch/upgrades

* Security vulnerabilities patches or hardening.
* Availability, Backup and Security Monitoring.
* Backup and restoration.

* Support and Administration.

* On-site preventive/routine health check.

* Documentation and reporting.




Communication
Methods

Law Society of Singapore can contact Clixer+ via phone
call with the number below. Call will be routed from
Level 1 to level 4 support automatically.

+65 3138 8421

Or via our ticketing system by email to us via the
address below.

support@clixer.com
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