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Simplify the Complex. 
Secure the Future.
Deloitte SEA Cyber
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No longer just an obligation or a collection of 

tech-focused hygiene practices, cyber has grown 

into a critical function for helping businesses 

deliver outcomes.

Role of cyber in leading 
digital transformation 
initiatives – including AI, 
analytics and 5G

Regulatory compliance | 
Emerging and more 
stringent regulations on 
data privacy and AI

Robust planning  is 
paramount for creating 
cyber strategies that 
effectively mitigate risk 
and drive business value

Continued importance 
of cloud brings with it 
complex cyber 
considerations

Dramatic expansion in 
attack surface with 
increased digital 
services and 
infrastructure use

Increased supply chain 
risks with widespread 
vulnerabilities such as 
URGENT/11 and Log4j
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Security education and 
internal training - 
Emphasise organizational 
cultural change and foster 
better cyber judgment

Data analytics and 
intelligent automation| 
Leveraging on data-
driven risk insights 

Relying on a diverse 
ecosystem of tools and 
services to create 
future-facing cyber 
capabilities and support 
business value

98

45

7

6

We provide the best-in-class security for your cyber journey to 

tackle some of the most pressing cyber issues of the day 



3©2022 Deloitte Touche Enterprise Risk Services Pte Ltd

Deloitte  |  SEA Cyber

The Deloitte difference

With human insight, technological innovation, and enterprise-wide cyber solutions, 

Deloitte Cyber works alongside clients to help find those answers and solve for the 

complexity of each challenge, from the boardroom to the factory floor. The ubiquity 

of cyber drives the scope of our services. Deloitte Cyber advises, implements, and 

manages solutions across the following areas:

Our focus on industries

Automotive

Financial Services

Life Sciences & 
Healthcare  

Government & 
Public Services

Technology, Media 
& Telecom (TMT)

Cyber Strategy & Transformation 

• Cyber Strategy

• Cyber Transformation Management

• Cyber Training & Awareness

• Cyber Governance & Compliance

• Extended Enterprise

• Zero Trust

Cyber Defence & Resilience

• Security Operations

• Threat Detection & Response

• Attack Surface Management

• Crisis & Incident Response

• Technology Resilience

Digital Privacy & Trust

• Customer Identity

• Identity Strategy

• Identity Governance & Administration

• Identity Access Management

• Privileged Access Management

• Enterprise Identity

• Privacy Governance & Compliance

• Data Protection & Compliance

• Digital Trust & Online Protection

Enterprise Security

• Application Security

• Security Architecture

• Cloud Security

• Secure Landing Zones

• Emerging Technology

Operate

• Managed Extended Detect & Respond (MXDR)

• Cyber Threat Intelligence

• Managed Digital Identity

• Managed Application Security

• Continuous Compliance

• Managed Cloud Security

• Cyber Foundry
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Our Team
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Deloitte ranked #1 globally in Security Consulting for 12 
consecutive years based on revenue in Gartner® Market 
Share report

Deloitte named a Leader in the Asia Pacific Managed 
Security Services 2024 Vendor Assessment by IDC

Deloitte is a Leader in the 2024 IDC MarketScape for 
Worldwide Systems Integrators/Consultancies for 
Cybersecurity Consulting Services Vendor Assessment!

Deloitte named a Leader in the Asia Pacific Cloud Security 
Services 2023-2024 Vendor Assessment by IDC

30%
Women in Cyber

550+
Cyber professionals 
across SEA

30+
Years providing 
cyber services

Wide range of certifications including

CIPP/E/A/US/M/T, CISM, CISP, CISA, CIPT, 
CDPSE, PMP, ISO 27001, and many more

#1
Globally in security 
consulting since 
2011

Thio Tse Gan | SEA Cyber Leader | Cyber 
Defence & Resilience Lead

+65 6216 3158

tgthio@deloitte.com 

Edna Yap | Cyber Strategy & 
Transformation Lead | Life Sciences & 
Health Care Lead

+65 6531 5016

edyap@deloitte.com 

Ho Sai Weng | Cyber Operate Lead

 +60 3 7610 7329

swho@deloitte.com

Eric Lee | Digital Privacy & Trust Lead | 
Enterprise Security Lead | Financial 
Services Lead

+65 6800 2100

ewklee@deloitte.com 

Ho Siew Kei 

+60 3 7610 8040

sieho@deloitte.com

Mark du Plessis | Energy, 
Resources & Industrials Lead

+65 6800 2740

maduplessis@deloitte.com

Amol Ashok Dabholkar

+65 6216 3115

adabholkar@deloitte.com

Alex Siu Hang Cheung 

+62 21 5081 9609

alecheung@deloitte.com

Parichart Jiravachara 

+66 2034 0130

pjiravachara@deloitte.com

Irence Wee

+65 6530 5555

iwee@deloitte.com

Azlan Bin Mohamed Ghazali

+60 3 7610 8497

amohamedghazali@deloitte.com

Hisashi Ohta | Japanese Services 
Group

+65 6800 2555

hohta@deloitte.com

Venkat Paruchuri

+65 6800 2007

veparuchuri@deloitte.com

Jefferson Olivieri Costa | 
Technology, Media & 
Telecommunications Lead

+65 6531 5216

jeffersoncosta@deloitte.com
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